This year, between May and August, more than 100 lawyers from around the world signed a statement articulating how international law prohibits government-led cyber operations that have serious adverse consequences on essential medical services. In September, a ransomware attack on a German hospital may have indirectly caused the first reported cyber-related fatality (though the attack perpetrators are unknown). As the frequency and sophistication of cyberattacks increase, so do cybersecurity policy efforts intended to manage escalating risk. This talk will provide context on escalating cybersecurity risks and policy developments and discuss the competing interests and ethical questions that complicate progress, considering the cases of vulnerability management and critical infrastructure protection.
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