Data is Dangerous: Comparing the Risks the US, Canada and Germany see in Data Troves

This paper attempts to examine how personal data held by private firms became a national security problem in the United States and compares the US response to that of Canada and Germany. Citizens in all three countries give personal information to many of the same data giant firms. Policymakers and scholars in all three nations have warned of potential national security spillovers of large data troves. However, Canadian and German officials are more focused on the infrastructure where data is stored and processed.

My analysis proceeds as follows. Although adversaries have long used personal data to gain an advantage, policy makers began to identify troves of personal data as a national security risk around 2012. We then discuss the relationship between personal data governance and security in the United States. We then focus on specific cases. We then compare the US response with that in Canada and Germany. Finally, we present conclusions.
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